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Abstract— Terrorism is a major disincentive to tourism. It af-
fects both a country or area's tourists as well as local residents and 
staff. On the one hand, the prospective tourist is likely to avoid 
traveling to a high-risk country due to safety concerns, and thus 
lose the opportunity to visit it, while, on the other hand, the tour-
ism of the country would decline. This work solves the above-men-
tioned problem by (1) showing that reasonably safe visits to high-
risk countries can be predicted with high precision, using limited 
information, including data on attacks and fatalities from recent 
years, which is widely available, and (2) creating an algorithm that 
recommends these periods to potential travellers. The findings of 
this work would be useful for tourists, citizens, businesses and op-
erators, as well as related stakeholders. 

Keywords—Terrorist Attacks, Safety Perception, Tourism, Risk 
Calculation, Safety Prediction, Recommendations  

I. INTRODUCTION 
Travelling agencies and individual travellers, nowadays, 

take into account terrorist attack reports before planning a trip 
abroad, in order to make sure that they are planning on visiting 
a safe destination. The term “safe destination” is used to denote 
cities, regions or countries that crime is not likely to happen [1]. 

Perceived destination safety is dependent on the recent past 
events, where both the frequency and severity of such events is 
recorder and hence measurable. Stakeholders that can use such 
information may include: 

• countries and prospective visitors: they may utilize such 
information to gradually build trust between countries 
and visitors for tourism viability [2]; 

• businesses: such as tour operators, hotel managers, 
restaurants, bar/clubs, etc.; 

• authorities: they may use this information by examining 
the relatively unsafe time periods and prepare 
accordingly to not only shield against but also prevent 
terrorism in tourist destinations [3] and 

• the News: in order to inform tourists, citizens and 
businesses on safety [4]. 

Since terrorism is a targeted act, past data may prove useful 
for the derivation of patterns that create the terrorism attack 

footprint for a specific country. Fig. 1 depicts the frequency of 
recorded attacks and fatalities for Thailand in 2017, by analysing 
the data found in Global Terrorism Database (GTD) [5].  

In this figure we can observe that there are periods of time 
that the terrorism activity is (sometimes much) lower (shown in 
blue in Fig. 1), rather than having a uniform terrorist activity 
over time in a year. Therefore, a service which recommends 
statistically low terrorism activity seasons, for someone to 
travel, would be more than desirable. 

Towards this direction, previous work utilized past terrorism 
information, found in GTD and, more specifically, the number 
of tourism-related attacks, attack types and target types, in order 
to estimate the number of attacks a country may suffer in the 
following years, targeting at upgrading a country’s safety 
measures and vice-versa [6]. More specifically, the two main 
findings of that work were: 

1. the tourism-related attack patterns mostly followed the 
general attack patterns, and 

2. the number of attacks of the last 3 years proved to be a 
simple yet effective predictor for the following year’s 
attack number. 

This paper extends the aforementioned work by presenting 
an algorithm which recommends statistically low terrorism 
activity periods, for a traveller, to visit high terrorist activity 
countries and hence elevating the state-of-the-art in this research 
subject from safety evaluation to active safe period 
recommendation. The experimental results show that the 
presented algorithm achieves to recommend low-risk attack 
visiting time slots for the majority of the countries applied.  

It has to be mentioned that the presented recommendation 
algorithm (1) requires only basic information (target type and 
date of the attack, number of fatalities, etc.), hence it is 
applicable to most cases, and (2) can be enriched with additional 
input data that affect the terrorist attack events of a city, region 
or country, such as political, economic and social information.  

The rest of the paper is structured as follows: section 2 
overviews related work, while section 3 reports on the algorithm 
prerequisites that are used in our work. Section 4 presents the 
proposed recommendation algorithm. Section 5 evaluates the 
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proposed algorithm and, finally, section 6 concludes the paper 
and outlines future work. 

II. RELATED WORK 
As terrorism inspires fear, which spans across citizens and 

visitors alike, terrorism and tourism are negatively correlated 
with each other, in the literature [4,7,8].  

Prior studies considered the role of protection in the appeal 
of travellers’ worries, finding that well-being is an important and 
appealing consideration for holiday destinations [9]. This risk is 
regarded by prospective tourists as a quality factor which is as 
important as the attractiveness of the destination [10]. The travel 
industry is a significant source of income for tourist destinations 
and terrorists know that targeting tourist destinations may result 
in engaging the targeted countries into international politics 
[11,12].  

Targeting the tourism sector impacts people who are directly 
active in the tourism sector and companies within the tourism 
market, as well as a significant portion of the economic partners 
that tacitly support the tourism industry, such as local producers; 
generally, the ecosystems of countries are heavily affected [13], 
[14]. Furthermore, it has been noted that acts of terrorism in one 
tourist destination have an impact on the tourism in several other 
destinations on the basis of locations, geopolitics, world affairs 
as well as other indicators [15]. 

Studies also indicate that there is a variation in the degree of 
effect of terrorist threats between upper and lower tourist 
activity locations [16]. High tourist activity destinations are 
strongly impacted in the short term but may rebound over time 
on the basis of conditions such as media attention, such as back-
to-normal-life headlines, promotion, and visitor perseverance to 
threats [17,18]. On the other hand, low activity areas are 
negatively affected in the long term, the outcome being that the 
tourist industry ends up going out of business [19,20]. The 
consequence of terrorist attacks on the region is the downturn in 
tourism. This could take six months to a year for the local tourist 

economy to recuperate [21], depending on the rate that the safety 
perception of potential tourists is regained [22]. 

Tourists, in contrast to the local community, establish 
preferences and determine whether to visit a place based on 
previous experience and a general understanding of what they 
expect to encounter [23]. As such, vacationers are prime 
terrorism targets [24]. The media, which report on the 
international impact, are also associated in tourism and terrorism 
[25].  

With the recent rise in terrorist attacks, anticipating potential 
terrorist attacks is an important goal of governments and 
communities. Public opinion is increasingly endorsing measures 
aimed at preventing and defending people from terrorism [26]. 
Understanding the dynamics of terrorism is a crucial move in 
anticipating terrorist attacks [27]. Several studies use machine 
learning, statistics and big data analytics to identify trends and 
forecast terrorist attacks [28-32]. Xia and Guo  [33] utilized the 
GTD data to build a terrorism knowledge graph. Yang et al. [34] 
built a model to predict the lethality of terrorist attacks and tested 
it using the GTD data. All of the above works aim to predict 
terrorist activity, such as high levels of terrorist violence or 
incidents and associated metrics, such as fatalities. Recently, the 
work in Spiliotopoulos et al. [6] utilized past terrorism limited 
information, such as the number of tourism-related attacks, 
types of targets and forms of attacks, for predicting the number 
of attacks that a country may sustain in the years ahead, 
suggesting that a prediction of terrorist attacks is realistic. 

None of the above listed works explore the aspect of 
prediction of safer periods from terrorism. Thus, prospective 
travellers cannot utilise the information to be guided accordingly 
when planning to visit a place. The prospective visitor would 
benefit from knowing an anticipated period of predicted safety, 
particularly for countries that have had a considerable number 
of terrorist attacks in the past years.  

This article advances the state-of-the-art on the prediction of 
terrorism activity by examining trends of terrorist attacks in 
order to suggest reasonably secure travel times to high-risk 

 
Fig. 1. Terrorist activity in Thailand in 2017 (source: GTD). 
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destinations. Being able to recommend low activity time periods 
is a unique service to travellers and tourism businesses to attract 
visitors. 

The results of the study reflect the assertion that very 
minimal evidence from past terrorism data can be used to 
establish recommendations for timeframes that are more likely 
to be safe (higher anticipated safety) for high-risk terrorist attack 
destinations. Apart from the apparent immediate effect on visitor 
choice of a safer travel time, such information may be used to 
filter time-series data such as social media data streams or 
surveillance data, may those be gathered through social 
networks [35-37] or other data sources, such as the IoT [38], 
[39], to focus on specific points in time. 

III. ALGORITHM PREREQUISITES 
The study of the GTD by Spiliotopoulos et al. [6] was based 

on tourism. It used a subset of GTD data containing information 
related to tourism. As an example, Fig. 2 juxtaposes the tourist-
related attacks with the total volume of attacks in France (top) 
and Spain (bottom) over the course of 18 years (2000-2017).  

A rather substantial percentage of the attacks in France and 
Spain were linked to tourism, i.e. the incidents affected areas 
where visitors will be, rather than targeting empty government 

facilities in isolated areas. Nevertheless, it was also 
demonstrated that the trends of tourism-related attacks largely 
followed the trends of general attacks.  

The prediction algorithm performed well for the tourist data 
subset. Since the pattern of the tourist data is similar to the 
pattern of the full dataset, we opted to use the full data to validate 
the proposed algorithm. 

The second finding of the work by Spiliotopoulos et al. [6] 
was the predictor data range. The results of that work showed 
that the data (tourist-related) of the last 3 years, and more 
specifically the accumulated attack number, is a simple, yet 
effective and reliable predictor. That result was derived by using 
pruning techniques for enhancing prediction accuracy in 
recommender systems [40,41]. 

The proposed algorithm is therefore designed to use the 
GTD data for the last 3 years. No additional information or data 
source shall be considered for the purpose of this study. 

Τhe purpose of this work is to create a recommender using 
very limited information (number of attacks and time) that can 
be easily obtained from the GTD or similar commonly available 
source. The proposed algorithm is therefore optimized for stand-
alone, broad-based use and is highly scalable due to limited 
knowledge requirements. The proposed method, however, can 

 

 

Fig. 2. Tourist-related vs. total number of attacks for France (top) and Spain (bottom), 2000-2017. 
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also be combined with other works that use multi-source data or 
enriched intelligence for enhanced accuracy and reliability.  

IV. PREDICTION ALGORITHM 
The aim of this work is to design an algorithm to predict safe 

periods for travel to a country, based on the limited information 
described in the previous sections. Tourism statistics show a 
variation of the number of days that visitors spend per country. 
Eurostat reports that for the EU-28 the number of days span from 
1.4 to 20.8, with an average of 6.1 days per visitor [42]. 
Therefore, a 10-day window for safe timeslot prediction is a 
suitable baseline for our work. 

The operation of the algorithm is divided in 2 phases, 
described in the following paragraphs. 

A. Phase 1—histogram creation 
In the first phase, the algorithm populates a histogram array 

regarding the number of incidents (attacks) that have occurred 
in each period of the year for all countries. Periods of years 
correspond to a duration equal to one third of month 
(BEGINNING, MIDDLE, END), thus totalling to 36 periods per 
year. It takes as input the set of countries, and the incident 
dataset (that have occurred in the last three years, following the 
work in Spiliotopoulos et al. [6]. Each incident has a “date” field, 
indicating when the incident occurred and a “country” field, 
designating the country. It gives as output the array of 
histograms, indexed by the country. 

B. Phase 2—online operation: 
In the second phase, the algorithm generates a 

recommendation for the safest period of the year to visit a 
country. It takes as input the country for which the 
recommendation will be generated, and the array of histograms 
computed. It gives as output the recommended period of the 
year, computed as the period with the fewest incidents 

The idea behind the presented algorithm is to create a total 
of 36 10-day slots (three per month, marking the start, middle 
and end of each month) and recommend the period 

corresponding to the slot having the smallest number of 
accumulated attacks over the last 3 years. 

In the next section, we assess the performance of the 
aforementioned recommendation algorithm, in terms of 
predicting safe visiting periods for high terrorist attack risk 
countries. 

V. EXPERIMENTAL RESULTS 
In this section, we report on the experiments that were 

designed to measure the accuracy of the proposed algorithm on 
recommending safe periods for visiting countries with high 
terrorism attack risk. More specifically, from the GTD dataset, 
we selected the 40 countries that have had the most attacks over 
the last years. The list of the 40 countries includes Iraq, Egypt, 
USA, Israel, Turkey and France. 

Since (1) the GTD dataset contains attacks until 2017, and 
(2) based on the work in Spiliotopoulos et al. [6], taking into 
account the attacks of the last three years proved to be the 
optimal predictor for the volume of attacks that will happen in 
the next year, we store in a separate file the attacks that occurred 
between 2014 and 2016, for the aforementioned 40 countries, 
targeting at recommending a relatively safe period for the year 
2017, for each of the 40 countries. The real data for year 2017 is 
then used to assess the quality of the recommendation, i.e. 
whether the algorithm achieved to recommend a period with 
‘few’ incidents.  

In order to provide a better service for the potential visitors, 
we adjust the algorithm to recommend a total of two periods 
(instead of just one), as alternative option recommendation for 
the period of visit. 

In this experiment, we use the following evaluation metrics 
for the periods recommended by our algorithm: 

1. The number of the incidents that took place in the pro-
posed period, when compared to the average attack 
number per period per country (#attacks in 2017 / 36). 
This metric will be denoted as RNoI (Relative Number 
of Incidents). A recommendation is considered suc-
cessful when its RnoΙ value is less than 100.0% (i.e. 

  

Fig. 3. RNoI results for primary and secondary predictions. 
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less than the average number of attacks per 10-day pe-
riod). 

2. The normalized number of incidents (denoted as NNoI) 
that occurred in the proposed period; normalization is 
performed using min-max normalization formula, ac-
cording to which the normalized number for incidents 
for country c and period per  is computed as 

NNoI(per, c) =
!"($%&,()	–,-.

!
!"($,()

,/0
!

!"($,()1	,-.
!

!"($,()
, 

where NI(per,c) denotes the number of incidents that 
occurred in country c during period per and p the set of 
all (36) periods. A recommendation is considered suc-
cessful when its NNoI value is less than 0.5. 

3. The quartile that the recommended period belongs to, 
for each country. A recommendation is considered suc-
cessful when a period belongs to either Q1 (very suc-
cessful) or Q2 (successful). 

In the remainder of this section, we present and discuss the 
results obtained from applying the algorithm presented above to 
the 40 countries, using the three aforementioned metrics.  

Fig. 3 illustrates the results of the experiments, regarding the 
RNoI metric for 10 indicative cases (10 countries out of the 40 
ones tested). The average value of the all the countries tested in 
our experiment is also included. It has to be mentioned that, 
within the 10 indicative cases, we opt to include countries with 
high tourism activity, such as France (no. 1), United States (no. 
3) and Turkey (no. 6) in the international tourism arrival list, 
according to the Eurostat [42].  

We can observe that the average number of the RNoI value 
of the 40 countries is 86.5% (90% for the first recommended 
period and 83% for the second), while for the 66.3% of the 80 
recommendations produced (40 countries X 2 recommendations 
per country), the RNoI value was found to be less than 100% 
(indicating a successful recommendation). 

Furthermore, we can clearly see that for the cases of France 
and Israel, the proposed algorithm achieved to recommend two 
periods with zero attacks for both, despite the number of attacks 
those countries had in 2017, 77 and 401 attacks respectively. 

More specifically, in the case of France, the proposed 
algorithm recommended, as safe visiting periods, the middle and 
the end of February, i.e. the 5th and 6th 10-day period of the year 
(as indicated in Fig. 4). 

Moreover, in the case of Turkey, a country where 1058 
attacks occurred in 2017, the proposed algorithm achieves to 
recommend periods with only 12 attacks and 0 attacks, for the 
first and second recommendation, respectively. Considering that 
the average number of attacks in a 10-day period is 29.39 (i.e. 
1058/36), these recommendations are deemed as very 
successful. 

Fig. 5 illustrates the two periods proposed for visiting 
Turkey (end of February and middle of November, 
corresponding to the 6th and 32nd 10-day period of the year), 
along with a graph depicting the number of attacks and fatalities 
throughout the year. 

Fig. 6 illustrates the results of NNoI metric, for the same 10 
indicative cases, including the average value for all countries 
tested in our experiment. 

We can observe that the average NNoI value of the 40 
countries tested is 25.9%, while in the 87.5% of the (80) 
recommendations generated, the relative number is less than 
50% (indicating a successful recommendation). Furthermore, 
considering the 10 countries illustrated in Fig. 6, only the two 
recommendations for India are categorized as not successful, 
hence overall the algorithm is deemed accurate, using this 
metric, as well. A deeper investigation of the reasons that have 
led to the formulation of the two non-successful 
recommendations will be performed in our future work. 

  

Fig. 4. Recommended periods of safety for France. 
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 Fig. 7 illustrates the results of the evaluation under the third 
metric, i.e., the quartile that each recommended period belongs 
to, for the same 10 indicative cases. The average value for all 
countries considered in our experiment is included. 

Finally, Fig. 8 presents the aggregate results for all 
recommendations generated (80 in total = 40 countries X 2 
recommendations per country). 

We can observe that more than 2/3 of the recommendations 
(68.70%) are considered successful (Q1 and Q2), while only the 
18.70% belongs to the Q4, meaning that the recommendation is 
considered very unsuccessful, actually recommending a period 
with high attack risk to the visitors. The investigation and 
handling of this phenomenon is part of our future work, as well. 
At country level, we can see that only 3 out of the 20 cases that 
Fig. 7 presents are categorized in Q4, however 8 of them are 
categorized in Q1, while all the others in Q2. 

VI. CONCLUSION AND FUTURE WORK 
In this work, a recommendation algorithm that produces 

secure travel times over a 10-day span, without season 
limitations, has been introduced. This algorithm uses GTD data 
from past years, concerning past terrorist attack information, to 
predict future terrorist activity. The recommendations produced 
are useful for both visitors and locals to access a real view of 
risk and safety and also beneficial for industries and 
governments to prepare to restore safety and the perception of 
people through resilience [43,44].  

The proposed algorithm is capable of operating with limited 
knowledge, in our case the number of attacks of the last three 
years, implementing the proposition of the work by 
Spiliotopoulos et al. [6]. It is a straightforward and reliable 
recommender that can be easily applied in many situations, from 
pilgrims visiting a spiritual site to a football team on their way 
to a friendly game. 

 
Fig. 5. Recommended periods of safety for Turkey. 

 

  

Fig. 6. NNoI results for primary and secondary predictions. 
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The algorithm was experimentally validated using the data 
from the 40 most-attacked countries in the 2014-2016 timespan. 
The results of the evaluation indicated that, for the majority of 
cases, the 10-day periods of predicted safety were regarded to 
have been an accurate illustration. The algorithm was evaluated 
using three assessment metrics, the relative number of incidents, 
the normalized number of incidents, and the statistical quartile 
of the recommendation. In all cases, at least the 2/3 of the 
recommendations were considered successful, by all three 
metrics, at the same time. Furthermore, in 42.5% of the cases, 
the recommended 10-day visiting period was considered very 
successful, since the number of attacks/fatalities was extremely 
low, for that country, or even zero (as in the case of France).  

Our future work will focus on utilising social network 
streams, location features, transport and geographical data for 
real-time predictions [45-48]. Geolocation, multimedia and text 
content can also be analysed [49-52] for the sentiment of local 
citizens and visitors for modelling their perception of safety, 
worry or fear, towards a prospective visit to a country. 
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